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工业网络安全态势感知技术规范

1. 范围

本文件规定了工业网络安全态势感知系统的技术要求，包括数据准备、态势评估与展示、态势告警与响应、系统安全要求。

本文件适用于指导工业网络安全态势感知系统的设计、开发、建设、检测、部署和维护工作。

1. 规范性引用文件

下列文件中的内容通过文中的规范性引用而构成本文件必不可少的条款。其中，注日期的引用文件，仅该日期对应的版本适用于本文件；不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。

GB/T 20985.1 信息技术 安全技术 信息安全事件管理 第1部分:事件管理原理

GB/Z 20986 信息安全技术 信息安全事件分类分级指南

GB/T 25069-2022 信息安全技术 术语

GB/T 30279 信息安全技术 网络安全漏洞分类分级指南

GB/T 42453-2023 信息安全技术 网络安全态势感知通用技术要求

1. 术语和定义

以下术语和定义适用于本文件。

1.

网络安全态势感知 network security situation awareness

通过采集网络流量、资产信息、日志、漏洞信息、告警信息、威胁信息等数据,分析和处理网络行为及用户行为等因素,掌握网络安全状态,预测网络安全趋势,并进行展示和监测预警的活动。

[来源：GB/T 42453-2023]

威胁 threat

可能对系统或组织造成危害的不期望事件的潜在因素。

[来源：GB/T 25069-2022,3.628]

预警 warning

针对即将或正在发生的网络安全事件或威胁，提前或及时发出的警示。

[来源：GB/T 25069-2022,3.739]

1. 缩略语

下列缩略语适用于本文件：

IM:即时通讯(Instant Messaging）

IP:互联网协议(Internet Protocol)

OPC:用于过程控制的OLE(OLE for Process Control)

OPC DA:OPC实时数据访问(OLE for Process Control Data Access)

OPC UA:OPC统一体系架构(OLE for Process Control Unified Architecture)

1. 整体架构

工业网络安全态势感知系统框架主要包括数据汇聚、态势评估与展示、态势告警与响应和系统安全要求。其中，数据准备包括数据采集、数据预处理、数据存储、数据传输、数据共享；态势评估与展示包括资产态势、脆弱性态势、安全事件态势、行为态势；态势告警与响应包括安全态势告警、事件处置支持系统安全要求包括身份鉴别、访问控制、安全审计、数据安全性、系统安全防范。工业网络安全态势感知系统框架如图1。



图1 工业网络安全态势感知系统框架

1. 资产发现与管理
	1. 资产发现

本项要求包括：

1. 应能够识别的资产种类包括但不限于工业互联网平台、联网设备及系统、工业APP、工业数据等；
2. 应支持IP自动发现、指纹自动识别和数据同步的方式在系统数据库中录入资产信息，实现对资产流量监视、端口状态统计、协议状态统计、资产活跃状态监视、资产访问行为监视等管理方式；
3. 应能够随时对资产可能出现的变更或退网方式及时响应。
	1. 资产管理

本项要求包括：

1. 应建立资产台账，对资产清单、资产统计信息进行维护管理；
2. 应对所有资产建立资产画像，包括但不限于基本信息、硬件信息、操作系统信息、变更记录、运行信息、端口和服务、资产会话、漏洞、告警、不合规配置项、资产风险值等信息；
3. 应能够自动梳理资产，自动生成资产台账，基于资产基线、网络会话，记录资产变更，监测未知资产接入。
4. 数据汇聚
	1. 数据采集
		1. 总体要求
			1. 数据来源

工业网络安全态势感知系统应能采集以下两种以上不同来源的数据：

1. 资产数据；
2. 网络流量数据；
3. 安全漏洞数据；
4. 安全事件数据；
5. 日志数据；
6. 第三方提供的数据。
	* + 1. 采集能力

工业网络安全态势感知系统应具有以下采集能力：

1. 应具有实时采集工业网络数据包的能力；
2. 应同时支持被动采集(如代理、探针、共享)和主动采集(如扫描)两种方式；
3. 应支持通过接口或人工导入等方式采集第三方数据；
4. 应支持配置过滤规则对采集数据内容进行筛选；
5. 采集协议应满足GB/T 42453-2023中的要求，并支持SYSLOG、SNMP Trap、FTP、SFTP、JDBC、ODBC、Net flow等多种日志采集方式；
6. 采集内容应满足GB/T 42453-2023中的要求。
	* 1. 公网侧数据采集
			1. 数据来源

公网侧数据来源应包括：

1. 工业网络平台的数据；
2. 工业网络企业数据。
	* + 1. 采集能力

应具有实时采集暴露在互联网侧的工业网络资产(工控系统、物联网、应用站点)数据的能力。

* + 1. 企业侧数据采集
			1. 数据来源

企业侧数据来源应包括：

1. 网络设备、终端设备和安全设备产生的日志数据；
2. 网络设备、终端设备和安全设备产生的告警数据。
	* + 1. 采集能力

企业侧数据采集应具有以下采集能力：

1. 应具有实时采集企业侧工业资产(网络设备、终端设备、安全设备)数据的能力；
2. 应具有定期采集工业设备及终端日志的能力；
3. 应支持深度解析常用工控协议（例如Modbus TCP、Siemens S7、OPC DA、OPCUA、DNP3、Profinet、Ethernet/IP、IEC104等），将原始的通信数据转化为可读性强、易于理解和处理的格式，能够对每个用户命令做出详细分析，如果出现IP碎片，可以对数据包进行重装还原，然后再进行分析，协议分析大大降低了入侵检测中常见的误报现象。
	1. 数据预处理

数据预处理应满足以下要求：

1. 应能根按照GB/T 42453-2023中的要求对收集的数据进行筛选、变换、补全、标记；
2. 应能对数据进行分类分级：安全漏洞分类遵守GB/T 30279的规定，安全事件分类分级参照GB/Z 20986；
3. 应能根据需要对数据进行实时处理和离线处理。
	1. 数据存储

数据存储应满足以下要求：

1. 应能存储结构化数据、半结构化数据和非结构化数据；
2. 存储内容应满足GB/T 42453-2023中的要求；
3. 应能存储原始数据、预处理后的数据和威胁情报库、地理信息库等第三方数据；
4. 应能自动存储处理安全事件所产生的相关业务数据；
5. 数据存储时间应满足GB/T 42453-2023中的要求，其中日志数据应至少保存6个月；
6. 应能保证存储数据的可用性、完整性和保密性；
7. 应能检索所存储数据，并提供检索接口；
8. 应能存储工业设备（例如，各品牌PLC、RTU、IED等）指纹库、工业恶意行为指纹库（例如，Siemens S7、Modbus、Bacnet、Ethernet/IP等协议）、工业恶意组织指纹库、工业网络漏洞库等专业知识库。
	1. 数据分析

应根据GB/T 42453-2023中的要求对网络攻击、资产风险、安全事件进行分析。

* 1. 数据传输

数据传输应满足以下要求：

1. 应能对数据传输状态进行监控，能对传输任务进行启动、停止操作；
2. 应具备数据传输缓存功能，确保网络中断或阻塞时数据不丢失；
3. 应能保证传输数据的完整性和保密性，保证重要数据的实时性。
	1. 数据共享

数据共享应满足以下要求：

1. 应能将工业网络重大安全事件、重大漏洞等数据上报给上级监管系统；
2. 应能将工业网络重大安全事件、重大漏洞、处置办法等数据发送给其它态势感知系统；
3. 应能接收其它系统共享的工业网络重大安全事件、重大漏洞、处置办法等数据；
4. 应能对共享数据进行脱敏；
5. 应能增、删、改数据共享用户信息，能设置数据共享用户的权限；
6. 数据共享过程应可跟踪、可追溯、可审计。
7. 态势评估与展示
	1. 总体要求

本项要求包括：

1. 应建立工业网络安全态势评估体系，描述工业网络的安全态势；
2. 应能建立工业网络数据分析模型，对采集的工业网络数据进行分析计算，识别网络脆弱性、安全事件、用户行为等；
3. 应支持包括但不限于网络设备（如上位机、工业安全网关、工控安全审计、主机安全卫士）的入侵检测，并进行日志关联和量化分析；
4. 应覆盖DCS网络、PLC网络、数控机床DNC网络等不同行业应用场景的工控系统；
5. 应采用流量镜像的方式对工控网络进行全流量数据监听，不主动发包，不对工业网络做任何修改；
6. 应能评估两种以上工业网络安全态势，包括但不限于资产态势、流量态势、运行态势、攻击态势、横向威胁态势、脆弱性态势、安全事件态势、行为态势等；
7. 具有关联关系的不同种类安全态势，应能够实现信息共享和联动展示。
	1. 专题态势评估与展示
		1. 资产态势评估

本项要求包括：

1. 应能实时获取当前工业网络资产总数，并按区域、类型、重要程度分布进行统计；
2. 应能对每个工业网络资产的型号、版本、运行状态等进行识别；
3. 应能对资产的IP的地址以及开放的端口等进行识别；
4. 应能对工业网络资产的安全状况进行分析，包括资产存在的威胁和脆弱性类型、数量等。
	* 1. 流量态势评估

应满足GB/T 42453-2023中的要求。

* + 1. 运行态势评估

应满足GB/T 42453-2023中的要求。

* + 1. 攻击态势评估

应满足GB/T 42453-2023中的要求。

* + 1. 横向威胁态势评估

应基于系统通信基线模型，对不同业务系统、不同区域之间的信息流动进行监测，对跨区通信、非法接入、非法外联行为进行统计分析，及时发现信息泄露、越权访问和违规操作行为。

* + 1. 脆弱性态势评估

本项要求包括：

1. 应具备工业网络安全漏洞库,漏洞库包含国家权威机构发布的工业网络安全漏洞，能够对工业网络资产进行漏洞发现和漏洞匹配；
2. 应能对各类工业设备的操作系统、应用和第三方组件存在的常见漏洞进行监测；
3. 应能展示漏洞总体分布、存在高危漏洞的资产、漏洞类型分布、漏洞危害等级等；
4. 应能对工业设备系统安全配置的脆弱性进行识别,分析和指出工业网络资产存在的安全配置的脆弱性。
	* 1. 安全事件态势评估

本项要求包括：

1. 应具有从采集的数据中分析出安全事件，对安全事件进行多维度(种类、地域、威胁类型、资产等)分类处理的能力；
2. 应具有对不同安全事件进行分类告警的能力，如特别重大事件、重大事件、较大事件、一般事件等；
3. 安全事件必须包含发生时间、IP地址、区域、域名、事件类型、数量和危害等级等信息；
4. 应支持对同类安全事件进行合并。
	* 1. 行为态势评估

本项要求包括：

1. 应能支持对异常行为规则的自定义；
2. 应能及时发现全网的异常行为(如访问频次超限、访问流量超限、权限异常提升、账户异常更改、日志异常变化、文件异常外发、非法外联、非法访问、非法文件下载等)，并进行统计分析。
	* 1. 态势展示

本项要求包括：

1. 应满足GB/T 42453-2023中的要求；
2. 应能实时展示安全态势，包括但不限于以下几种资产态势：脆弱性态势、安全事件态势、行为态势；
3. 应能同时展示多种安全态势；
4. 应能通过设置过滤条件选择展示特定类型的安全态势；
5. 应能对安全态势进行历史回溯与展示，回溯时间可以设置；
6. 应能展示跟安全态势相关的关键数据，如资产、脆弱性、安全事件、异常行为的列表与统计值。
	1. 公网侧态势评估与展示

本项要求包括：

1. 应具备工控系统、物联网、应用站点特征库，能够识别暴露在互联网侧的设备和站点；
2. 应能对工业互联网资产所对应的单位、行业进行统计。
	1. 企业侧态势评估与展示
		1. 资产态势

本项要求包括：

1. 应具备工业设备特征库，能够识别接入的各种类型的工业设备；
2. 应能实时呈现生产网内工业网络资产的拓扑结构。
	* 1. 安全事件态势

本项要求包括：

1. 应支持对工业设备所使用的各类通信协议网络数据流的解析,具备工业系统攻击代码特征库，并具备工业控制系统攻击代码特征库更新能力；
2. 应具备工业控制系统网络数据恶意攻击行为检测分析能力,能从采集的数据中分析出安全事件并及时告警；
3. 应能根据告警信息，综合工业控制系统的多方面约束和目标，制定最优安全策略及具体的实施方案。
	* 1. 行为态势

本项要求包括：

1. 应能通过网络流量分析工业企业用户行为和设备行为，包括用户行为、设备通信情况等；
2. 应能实时获取并展示当前企业内部的异常情况，包括异常告警时间、受害资产、关键操作、源IP、目的IP。
3. 态势告警与响应
	1. 安全态势告警要求
		1. 总体要求

本项要求包括：

1. 应全面监测系统内的违规操作、攻击入侵、异常行为；
2. 应支持对海量事件进行去重、归并、关联分析处理；
3. 应能支持短信、邮件或IM等告警方式；
4. 应能在安全事件、漏洞或异常行为发生时，及时发送告警信息；
5. 应建立告警分级机制，对不同级别的安全态势进行不同的告警；
6. 应结合其他安全设备事件、资产和网络基线模型、资产库和漏洞库信息进行分析减少误告警；
7. 应基于基线模型和会话数据，深入挖掘长时间历史数据，能够发现到单点设备忽视的潜在威胁，如跨区通信、未知设备接入行为、异常远程登录等。
	* 1. 企业侧态势告警

本项要求包括但不限于：

1. 应能结合威胁情报进行态势告警，包括但不限于：高危漏洞被利用、设备被攻击事件等；
2. 应能显示告警与厂区资产的对应关系；
3. 应提供对外预警接口，同步预警信息至各类工业网络安全监管系统。
	1. 事件处置支持要求
		1. 总体要求

本项要求包括：

1. 可按照GB/T 20985.1所确定的阶段开展网络安全事件处置工作；
2. 应参考GB/Z 20986对网络安全事件进行分类、分级；
3. 应能提供事件处置过程中需要的基础数据信息；
4. 应能通知网络安全事件发生单位执行处置工作；
5. 应能接受通知，协助处置网络安全事件；
6. 应能对网络安全事件的处置流程进行跟踪和记录；
7. 应将网络安全事件的处置过程信息和结果输入到工业网络安全态势感知系统中；
8. 应能对事件处置情况进行统计分析。
	* 1. 企业侧事件处置支持

应在处置时特别关注生产功能安全和生产连续性要求。

1. 态势感知系统安全要求
	1. 身份鉴别

本项要求包括：

1. 应对登录的用户进行身份标识和鉴别，身份标识具有唯一性，鉴别信息具有复杂度要求并定期更换；
2. 应提供并启用登录失败处理功能，多次登录失败后应采取必要的保护措施；
3. 应强制用户首次登录时修改初始口令；
4. 用户身份鉴别信息丢失或失效时，应采用技术措施确保鉴别信息重置过程的安全。
	1. 访问控制

本项要求包括：

1. 应提供访问控制功能，对登录的用户分配账户和权限；
2. 应及时删除或停用多余的、过期的账户，避免共享账户的存在；
3. 应授予不同账户为完成各自承担任务所需的最小权限,并在它们之间形成相互制约的关系。
	1. 安全审计

本项要求包括：

1. 应提供安全审计功能，审计覆盖到每个用户，对重要的用户行为和重要安全事件进行审计；
2. 审计记录应包括事件的日期和时间、用户、事件类型、事件是否成功及其他与审计相关的信息；
3. 应对审计记录进行保护，定期备份，避免受到未预期的删除、修改或覆盖等；
4. 应确保审计记录的留存时间符合法律法规要求。
	1. 数据安全性

本项要求包括：

1. 应采用密码技术保证重要数据在传输过程和存储过程中的保密性和完整性,包括但不限于鉴别数据、重要业务数据等；
2. 应提供重要数据的数据备份与恢复功能；
3. 应保证存有重要数据的存储空间被释放或重新分配前得到完全清除。
	1. 系统安全防范

本项要求包括：

1. 应遵循最小安装的原则，仅安装需要的组件和应用程序；
2. 应关闭不需要的服务、端口，关闭默认共享和高危端口；
3. 应通过设定终端接入方式或网络地址范围对通过网络进行管理的管理终端进行限制；
4. 应保护态势感知系统免受恶意代码攻击,例如采用免受恶意代码攻击的技术措施或可信验证机制。
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